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FairGFL: Privacy-Preserving Fairness-Aware
Federated Learning with Overlapping Subgraphs

Zihao Zhou, Shusen Yang, Fangyuan Zhao, Xuebin Ren

Abstract—Graph federated learning enables the collaborative
extraction of high-order information from distributed subgraphs
while preserving the privacy of raw data. However, graph
data often exhibits overlap among different clients. Previous
research has demonstrated certain benefits of overlapping data
in mitigating data heterogeneity. However, the negative effects
have not been explored, particularly in cases where the overlaps
are imbalanced across clients. In this paper, we uncover the
unfairness issue arising from imbalanced overlapping subgraphs
through both empirical observations and theoretical reason-
ing. To address this issue, we propose FairGFL (FAIRness-
aware subGraph Federated Learning), a novel algorithm that
enhances cross-client fairness while maintaining model utility in
a privacy-preserving manner. Specifically, FairGFL incorporates
an interpretable weighted aggregation approach to enhance
fairness across clients, leveraging privacy-preserving estimation
of their overlapping ratios. Furthermore, FairGFL improves the
tradeoff between model utility and fairness by integrating a
carefully crafted regularizer into the federated composite loss
function. Through extensive experiments on four benchmark
graph datasets, we demonstrate that FairGFL outperforms four
representative baseline algorithms in terms of both model utility
and fairness.

Index Terms—Federated learning, graph learning, fairness,
model utility, overlapping subgraphs.

I. INTRODUCTION

GRAPH data is widely used in various domains, such
as neurosciences [1], social networks [2] and financial

transactions [3], to model intricate relations among differ-
ent entities. For graph data mining, graph neural network
(GNN) [4, 5] is the state-of-the-art method, capable of extract-
ing the structural features and higher-order interaction infor-
mation among graph nodes. Traditional GNN methods heavily
rely on training on a large amount of graph data. However, due
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to privacy concerns and data isolation issues, it is challenging
or even infeasible to gather sufficient graph samples, which are
often distributed among different individuals or organizations.

Federated learning (FL) [6–8] is a promising paradigm for
large-scale data analysis over distributed datasets. It enables
the coordinated training of a global model without exposing
the raw data of local clients. Due to the great potential, graph
federated learning (GFL), which trains GNN models via FL,
has also attracted significant interests from both academia [9–
12] and industry [13, 14]. For example, Liu et al. [15] propose
a federated framework for social recommendation with GNN.
Zhang et al. [16] apply GFL for detecting financial frauds.

For GFL, the overlapping subgraphs among different FL
clients are quite common in both academic research [9]
and realistic scenarios, such as recommendation [17], link
prediction [9, 18]. For example, in the realm of recommen-
dation, multiple e-commerce companies collaborate to train a
recommendation model by bridging up their separate user-item
subgraphs [17]. These subgraphs may share the same items,
users (nodes), and their interactions (links). Another example
pertains to the financial field. Multiple banks train a financial
fraud detection model utilizing local bank transfer transaction
graphs. Commonly, clients (nodes) register accounts across
multiple banks and engage in transactions (links), hence re-
sulting in overlaps within diverse graphs.

Some advantages of the overlapping data, such as the
mitigation of data heterogeneity [19, 20] have been explored
in general FL on non-graph data (images, texts, etc.). For
instance, Zhao et al. [19] share common data to reduce
performance inconsistency across local models trained on het-
erogeneous data in federated image classification and keyword
spotting tasks. Han et al. [20] leverage overlapping data to
unify the training processes of image classification models
built on non-IID data.

However, the adverse impact of overlapping data in FL,
especially in GFL, remains unclear. In this paper, we inves-
tigate this problem through extensive analytical experiments
on benchmark datasets, including non-graph datasets (EM-
NIST ByClass, Sent140) and graph data (Cora, CiteSeer).
Our empirical observations reveal that imbalanced overlaps
among clients may result in unfairness in the sense of signifi-
cant model performance discrepancies, i.e., inconsistent model
utility across distributed clients. Despite being not evident
in FL for non-graph data, the unfairness is quite prevalent
and severe in GFL. This distinction arises from disparity
in node features and variations in neighboring information.
In GFL, even completely overlapped subgraphs may have
different links connected with other subgraphs, thus leading
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to significant heterogeneity and unfairness. Such unfairness
would not only reduce the participation willingness of clients
but also result in poor model generalization.

Recently, several cross-client fairness-aware methods [21–
23] have been proposed to improve the consistency of model
performance across different clients in FL systems. Among
those approaches, q-FedAvg [21] improves fairness by am-
plifying the loss value of disadvantaged clients, in which
way their contributions to the model are enhanced and the
performance disparity is mitigated. Li et al. [22] enhance
fairness through a personalized algorithm that improves the
utility of each local model while controlling its disparity
with the global model. Cui et al. [23] mitigate the perfor-
mance inconsistency across local models by solving a min-
max optimization problem that minimizes the maximum loss
among them. Without an in-depth understanding of the source,
existing approaches address unfairness by enforcing the model
performance consistency among clients in the model opti-
mization process. Therefore, their effectiveness in addressing
unfairness specifically sourced from imbalanced overlapping
data is limited, as demonstrated in our experiments.

There exist two challenges when mitigating the unfairness
issue. First, it is difficult to design an interpretable algorithm
to enhance fairness based on elusive imbalanced overlaps in
GFL. One intuitive approach is to directly remove overlapping
subgraphs, which, however, is impractical due to the inacces-
sible raw data in FL [24] and the diverse links connected with
other subgraphs. Second, it is difficult to maintain the trade-
off between fairness and model utility. To realize fairness,
the model utility on some advantaged clients would decrease
inevitably, which may lead to a significant decline in the
overall model utility.

To address these challenges, we conduct the first systematic
analysis of the impact of imbalanced overlapping subgraphs
on fairness and propose FairGFL, a cross-client fairness-aware
graph federated learning algorithm. In short, our contributions
can be summarized as follows.
• We provide comprehensive evidence to substantiate that

imbalanced overlapping data across clients can result in
severe unfairness, especially in GFL. Specifically, we first
empirically observe the unfairness issue in extensive exper-
iments on both benchmark non-graph datasets and graph
data with imbalanced overlaps. Then, we theoretically rea-
son about the unfairness issue by analyzing the difference
in empirical loss functions between overlapping and non-
overlapping settings.

• We propose FairGFL, a novel fairness-aware GFL algorithm
to enhance fairness in a privacy-preserving manner and
maintain model utility. In particular, we first introduce an
evaluation metric of overlapping rate and apply a new
LDP protocol to privately estimate the overlapping ratios of
subgraphs among different clients. Based on the estimates,
an interpretable weighted aggregation technique is then
developed to enhance cross-client fairness, i.e. to achieve
consistent performance across different clients. Finally, a
well-crafted regularizer is incorporated into the federated
composite losses to improve the tradeoff between the model
utility and fairness.

• We evaluate FairGFL by conducting extensive experiments
on four real-world graph datasets. The experimental results
demonstrate that FairGFL outperforms four representative
fair algorithms in terms of both fairness and model utility.
The rest of the paper is organized as follows. Section II

reviews the related work. Section III presents the preliminary
knowledge and some important definitions. Section IV shows
the empirical observations and the theoretical reasoning of un-
fairness issues caused by overlapping data. Section V describes
the details of our solution. Corresponding theoretical analysis
is provided in Section VI. Section VII shows the experimental
results. Section VIII concludes the paper.

II. RELATED WORK

This section reviews the literature related to our work, with
a specific focus on the studies on cross-client fairness, fair
graph learning and graph federated learning.

A. Cross-client Fairness

A wide spectrum of fairness notions has been proposed in
machine learning, including individual fairness, group fairness,
and long-term fairness, each pursuing distinct objectives [25–
27]. For example, Group fairness ensures equitable outcomes
for demographic groups [28], while long-term fairness pro-
motes the sustained participation of underrepresented clients
to mitigate global model bias [29]. In light of these consider-
ations, we specifically focuses on cross-client fairness, which
aims to ensure consistent model performance across all clients.
Several methods have been proposed to address cross-client
fairness in settings with heterogeneous data distributions. Li
et al. introduced q-FedAvg [21], which amplifies the influence
of clients with higher losses; Li et al. proposed Ditto [22],
balancing local performance with global utility; and Cui et
al. developed FCFL [23], formulating the problem as multi-
objective optimization to mitigate performance inconsistency
across clients.

However, none of these methods specifically target the
unfairness issue arising from overlaps. Besides, they tend to
enhance fairness at the expense of model utility and may fail
in graph-specific tasks due to the neglect of graph structures.
The complex interplay of diverse nodes and links inherently
results in more pronounced and multifaceted data heterogene-
ity, thereby presenting unique challenges that conventional
methods are ill-equipped to handle. In contrast, FairGFL
provides the first in-depth understanding of the unfairness
issue arising from imbalanced overlaps and utilizes novel
interpretable techniques to mitigate the unfairness.

B. Fair Graph Learning

Most fair graph Learning (GL) studies focus on mitigating
the performance inconsistency across models on different
nodes (users) caused by some sensitive features, such as sex
and race [30, 31]. Nevertheless, disparities in other node
features and variations in structural information can also lead
to inconsistent performance [32]. Dong et al. [32] addressed
this by enhancing individual fairness through minimizing
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cross-entropy loss between the ground truth and predicted
similarity matrices of any two nodes’ outputs. Furthermore,
within GFL, a fairness notation involves higher contributions
leading to increased rewards [33]. Pan et al. [33] achieved
this by evaluating clients’ contributions based on gradient
similarity and data volume and then rewarding different clients
through incentive mechanisms.

However, none of these studies investigate the model incon-
sistency issue in non-IID data settings in GFL. Additionally,
existing fairness algorithms in GL can not be incorporated
in GFL due to the nature of no access to raw data. In
contrast, FairGFL first sheds light on the correlation between
imbalanced overlapping subgraphs, data heterogeneity, and
their detrimental effects on cross-client fairness.

C. Graph Federated Learning

Numerous studies [34, 35] have been conducted on graph
federated learning. We focus on three core challenges that are
pertinent to this study, i.e. missing edges, non-IID data, and
differential privacy. First, in FL, some nodes on each client
may have neighbors belonging to other clients [9, 36]. In this
scenario, any two clients may overlap in nodes but links [9].
To predict the missing links, Zhang et al. optimized the loss
function by jointly training a missing neighbor generation
neural network. Second, variations in graph structures across
clients significantly impact the performance of GFL models.
To address it, existing methods mainly focus on personalized
learning [18, 37] and knowledge sharing [38]. Third, privacy
considerations extend to the safeguarding of both structural
information and node features [39, 40]. For instance, Lin et
al. [39] applied differential privacy on nodes and neighboring
matrix. To further improve the model utility, they make the
matrix sparse based on l1 regularization and the similarity of
neighboring nodes.

However, existing research neglects the adverse impact of
overlapping subgraphs on data heterogeneity and unfairness.
Meanwhile, due to the privacy restriction of GFL, it is difficult
to access the overlapping data across clients. This paper
demonstrates the differentiated heterogeneous levels stem-
ming from imbalanced overlapping subgraphs and proposes
FairGFL to address it in a privacy-preserving manner.

III. PRELIMINARY

A. Fairness

We consider the cross-client fairness which prioritizes the
performance consistency across clients, similar to [21, 22].
The definition is as follows.

Definition 3.1 (Cross-client Fairness): Given a metric F that
quantifies the performance consistency and a partial ordering
relation ≼ defined on the model parameters space. For the
trained model w and w̃, if the following condition holds

F(w) ≤ F(w̃), (1)

we say w ≼ w̃, indicating that the model w provides a fairer
solution to the FL objective compared to the model w̃.

If there exists a model w such that, for any model w̃,

w ≼ w̃, (2)

we say the model w is a fair solution to the FL objective.
There are several metrics available to measure performance
consistency, such as variance, and the opposite number of
entropy. Detailed formal expressions can be referred to [21].
These commonly used metrics exhibit smooth characteristics.
Moreover, the partial ordering relation ≼ possesses three desir-
able properties, i.e. reflexivity, antisymmetry, and transitivity.
Therefore, in the topologically bounded closed model param-
eters domain, a fair solution w exists for the FL objective.
This solution can achieve an optimal balance among different
clients’ performances.

B. Local Differential Privacy Enhanced FL
In FL, potential threats include security risks from attacks

(e.g., Byzantine attacks or model inversion attack) [41, 42] and
privacy risks (inferring sensitive information) from malicious
adversaries [43, 44]. Robust aggregation and pruning methods
are promising defenses against these attacks [41, 42]. Besides,
there exists other privacy-enhancing techniques to provide
provable privacy guarantees, such as Local Differential Privacy
(LDP). A randomized mechanism M satisfies ϵ-LDP, w.r.t.,
for any input values v, v0 ∈ D and any possible output
S ⊆ Range(M), we have

P[M(v) ∈ S]≤ eϵP[M(v0) ∈ S]. (3)

LDP involves a range of perturbation and sampling methods,
such as random response, which are well-suited for various
scenarios and types of private information. For example,
Wang et al. [45] propose a novel Random Response with Priori
(RRP) technique to protect local documents in a federated
topic modeling task. Different from the existing gradient
noising methods, we introduce a novel variant of the random
response technique to sanitize the subgraphs for estimating the
overlapping ratios to improve cross-client fairness1.

C. Graph Learning
Graph learning encompasses three tasks: node classification

task, graph classification task, and link prediction. This paper
specifically focuses on the node classification task. Given a
global graph denoted as G = {V, E,X}, where V represents
the node set, X is the corresponding node feature set, and E
represents the link set, the node-classification graph learning
network consists of two main phases, i.e., the message passing
phase (implemented with a message-passing network, denoted
MPNN) and the readout phase, as illustrated in Fig. 1(b).

The message passing phase contains two sub-procedures: (i)
the model transforms and aggregates messages from neighbor-
ing nodes for each node, and (ii) the aggregated messages are
further utilized to update the nodes’ hidden states. Formally,
the l-th layer of MPNN updates the hidden state of the k-th
node with the following rule:

ml+1
k = AGG({M l+1

θ (hl
k, h

l
j , ek,j), j ∈ Nk}), (4)

hl+1
k = U l+1

ϕ (hl
k,m

l+1
k ), (5)

1The LDP protocol can be directly extended to protect the transmitted inner
results, i.e., model updates [46], for achieving more comprehensive protection.
However, since privacy is not the main focus of this paper, FairGFL simply
incorporates the LDP technique to protect the raw graph data from exposure.
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Fig. 1. Workflow of node-classification graph learning and graph federated learning.

where h0
k = xk and hl

k represents the current hidden state,
ek,j is the link features, Nk is the set of neighboring nodes,
AGG(·) represents the aggregation function (e.g., SUM), and
M l+1

θ (·) is the message generation function. U l+1
ϕ (·) is the

state update function that incorporates the aggregated feature
ml+1

k .
After the forward propagation of MPNN, the readout phase

aggregates the outputs and infers predictions. Formally, it can
be expressed as

Ŷ = Rδ({hL
k , k ∈ [n]}),

where n = |V| represents the total number of graph nodes,
Ŷ = {ŷk, k ∈ [n]} represents the predictions, and Rδ

represents the readout function. Based on predictions Ŷ , the
model parameters w are then updated by minimizing the
following empirical risk function F (w):

min
w

F (w) =
1

n

n∑
k=1

L(ŷk, yk),

where yk denotes the label of the k-th graph node and L
represents the loss function. The above optimization process
proceeds for multiple iterations until it satisfies the stopping
criteria.

D. Graph Federated Learning

We focus on the node classification task in the context of
GFL. As depicted in Fig.1(c), we consider a GFL system
constituted by P clients and a central server orchestrating the
overall process. Each client i,∀i ∈ [P ] possesses its local data
Di = (Gi, Yi), where Gi = (Vi, Ei,Xi) is a subgraph of
a global graph G, ni = |Vi| represents the number of graph
nodes, and Yi = {yi,k, k ∈ [ni]} represents the labels of graph
nodes. At each round, K clients are selected by the central
server to participate in the GFL process. Each client trains its
local model on its own subgraph for E iterations, aiming to
minimize the local empirical risk function Fi(w)

min
w

Fi(w) =
1

ni

ni∑
k=1

Li(ŷi,k, yi,k), i = 1, . . . ,K.

Then, the overall GFL task can be formulated as solving a
distributed optimization problem as

min
w

F (w) = Agg({Fi(w), i ∈ [P ]}),

where Agg(·) is the aggregation function (e.g., the average
function in FedAvg).

E. Definitions and Assumptions

As mentioned, this paper focuses on the overlapping sub-
graph data setting. Here, we formally define overlapping graph
nodes and overlapping links, as well as overlapping ratios for
both.

Definition 3.2 (Overlapping Graph Nodes): If there are
overlapping graph nodes between client i and the other clients,
i.e.

Vi ∩ (
⋃

k∈[P ],i̸=k

Vk) ̸= ∅. (6)

the client i can be termed to feature overlapping graph nodes.
If there exists at least one client featuring overlapping graph
nodes, the GFL settings are termed to feature overlapping
graph nodes.

Definition 3.3 (Overlapping links): If the i-th client features
overlapping graph nodes and there exist overlapping links
among these graph nodes, then the i-th client can be termed
to feature overlapping links. The presence of at least one
client featuring overlapping links indicates the existence of
overlapping links in the GFL settings.

Based on the definition of overlapping data, we can for-
malize the graph node overlapping ratios and link overlapping
ratios as follows.

Definition 3.4 (Graph Node Overlapping Ratio): If there
exist overlapping graph nodes between client i and client k, the
graph node overlapping ratio Ni,k of the client i to client k can
be defined by the number of overlapping graph nodes divided
by the total number of graph nodes on client i. Formally, it
can be expressed as

Ni,k =
|Vi ∩ Vk|
|Vi|

, (7)

The average graph node overlapping ratios of client i to all
the other clients can be defined as

Ni =
1

P − 1

∑
k∈[P ],i̸=k

Ni,k. (8)

The average overlapping ratios in GFL can be defined as

N=
1

P

P∑
i=1

Ni. (9)
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Definition 3.5 (Link Overlapping Ratio): For each client
i ∈ [P ], the average link overlapping ratio to all other clients
is defined as

Ti =
1

P − 1

∑
k∈[P ],i̸=k

Ti,k, (10)

where Ti,k = |Ei∩Ek|
|Ei| represents the link overlapping ratio of

the client i to client k.
These formalized ratios provide quantitative measures to

assess the overlapping degree of subgraphs, offering insights
into the shared node characteristics and connectivity among
different clients. Benefiting from the above measures, the
settings with varying graph node and link overlapping ratios
across clients can be featured as imbalanced overlaps. The
clients with higher overlapping ratios commonly tend to
achieve better model performance, as presented in Section IV.
We refer to these clients as advantaged clients. Conversely,
clients with low or no overlapping data are referred to as
disadvantaged clients, as they exhibit comparatively lower
model performance.

For the convenience of the subsequent theoretical analysis,
some assumptions on loss functions are given as follows.

Assumption 3.1 (L-smoothness): The differentiable objec-
tive function F (w) is L-smooth: ∀w1, w2, ∃L ∈ R, s.t.

⟨∇F (w1), w1 − w2⟩ ≤ F (w1)− F (w2) +
L

2
||w1 − w2||2.

Assumption 3.2 (Locally unbiased gradients and bounded
variance): The gradient ∇f(wj,i, ξj,i) of client i is client-
level unbiased, that is,

E[∇f(wj,i, ξj,i] = ∇Fi(wj). (11)

The gradient∇F (wj,i, ξj,i) of client i has client-level bounded
variance: ∃ G2

l ∈ R,

E[||∇f(wj,i, ξj,i)−∇Fi(wj)||2] ≤ G2
l . (12)

To guarantee the convergence of the model, we also need to
assume ∇Fi(wj) satisfies global-level bounded variance: ∃
G2

g ∈ R,

E[||∇Fi(wj)−∇F (wj)||2] ≤ G2
g. (13)

IV. MOTIVATION: UNFAIRNESS CAUSED BY IMBALANCED
OVERLAPS

Section IV-A first provides some empirical observations
on performance inconsistency across clients resulting from
overlapping data. Subsequently, Section IV-B reasons about
such unfairness issues from a theoretical perspective.

A. Empirical Observations

To investigate the impact of imbalanced overlaps, we de-
ployed FedAvg on both graph data (Cora, CiteSeer) and non-
graph datasets (EMNIST ByClass, Sent140) using classical
models, including GCN, CNN, and LSTM. We set the average
overlapping ratios N ∈ {0, 0.05, 0.10, 0.15, 0.20}, where N =
0 represents the non-overlapping settings. The overlapping

(a) Loss on training set. (b) Loss on test set.

Fig. 2. Model losses on overlapping graph data (Cora, CiteSeer) and non-
graph datasets (EMNIST ByClass, Sent140).

(a) Variance of training loss. (b) Entropy of training loss.

Fig. 3. Performance inconsistency across clients on overlapping graph data
(Cora, CiteSeer) and non-graph datasets (EMNIST ByClass, Sent140).

levels among clients are categorized into three groups: no
overlaps (0), low overlaps (N), and high overlaps (2N).

For non-graph data (EMNIST ByClass and Sent140), as
shown in Fig. 2, the model losses exhibit a significant decrease
on both the training set and test set as the average overlap-
ping ratio increases. This indicates that the overlapping data
brings model performance gains on both overlapping and non-
overlapping data. Fig. 3 displays that the variance decreases
obviously and the entropy remains relatively stable with in-
creasing overlapping ratios. This is due to the fact that the
model performance gains on overlapping and non-overlapping
data are similar. Therefore, the imbalanced overlapping ratios
across clients result in a slight impact on fairness.

For graph data (Cora and CiteSeer), Fig. 2 illustrates that
the losses exhibit a significant decrease on the training set
and an increase on the test set with the increasing average
overlapping ratio. Fig. 3 shows that the variance of losses
tends to increase and the entropy decreases sharply with higher
overlapping ratios. This indicates a serious unfairness issue
across clients. The reasons are as follows

• Reduced levels of heterogeneity among overlapping sub-
graphs: The diversity in node features and graph struc-
tures results in more complex heterogeneous scenarios
compared to non-graph data. The high level of over-
lap among clients reduces the heterogeneity, effectively
improving model performance on the training set and
advantaged clients.

• More comprehensive edge information for overlapping
nodes: The presence of missing edges among nodes in
subgraphs leads to degraded model performance. How-
ever, the diverse edge features in multiple subgraphs for
overlapping nodes to some extent compensate for this
deficiency.
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Therefore, the imbalanced overlaps result in the differentiated
impact on the performance gains for overlapping and non-
overlapping data. Clients with lower overlapping ratios derive
little profit or even suffer from the decreasing model utility on
unseen data.

In summary, there are two key observations: First, imbal-
anced overlapping data among clients gives rise to unfairness
concerns. Second, the unfairness issue is particularly pro-
nounced in the context of graph data but exhibits uncertainty
for non-graph datasets.

B. Theoretical Reasoning

To reason about the empirical observations, we further
conduct a comprehensive theoretical analysis considering the
impact of imbalanced overlaps. Specifically, we first present
the common impact of imbalanced overlaps on the loss func-
tion to demonstrate the unfairness issues for both graph and
non-graph data. Then, we analyze the differentiated impacts
of imbalanced overlaps on the upper bound of fairness metric
for non-graph and graph data separately. Finally, we conclude
the analysis in Remark.

For both graph and non-graph data, model overfitting on
imbalanced overlapping data incurs a negative impact on
fairness. To illustrate the impact of overlapping data, we begin
by considering non-graph data. Assume that the client i ∈ [P ]
possesses a collection of local data Di = {di,1, . . . , di,ni

},
where ni is the number of local data. We formally define the
overlaps among clients as follows

∃ i, k ∈ [P ], s.t. Di ∩ Dk ̸= ∅. (14)

The overall data D contains both overlapping and non-
overlapping data, which can be divided into two parts, i.e.

D= D′
o

⋃
D′

n = {do1, do2, . . . , don′
1
}
⋃
{dn1 , dn2 , . . . , dnn′

2
},

where D′
o is the overlapping data and corresponding over-

lapping frequency is {o1, o2, . . . , on′
1
}, and D′

n is the non-
overlapping data. Then, the FL objective is

min
w

1

n

 ∑
do
ko

∈D′
o

okoF (w, doko
) +

∑
dn
kn

∈D′
n

F (w, dnkn
)

 . (15)

For non-graph data, the overlapping data can mitigate
data heterogeneity and incur a positive impact on fairness.
Assume that the loss function F (w, d) satisfies Ld-Lipschitz
continuity with respect to local data, i.e. ∀ di, dj ∈ D, s.t.

||F (w, di)− F (w, dj)||≤ Ld||di − dj ||. (16)

- Similar model performance gain for both overlapping
and non-overlapping data. As shown, the loss disparity
is determined by the difference between data distributions.
The loss disparity between overlapping data doi and non-
overlapping data dnj with the same labels can be bounded as:

∥F (w, doi )− F (w, dnj )∥≤ Ld∥doi − dnj ∥. (17)

In cases where data sharing the same labels also share the same
distribution, ∥doi−dnj ∥ is a small term. Since the model overfits
the overlapping data doi , the loss F (w, doi ) on doi should be

small. Consequently, according to Eq. (17), the loss F (w, dnj )
on non-overlapping data dni is also controlled to be a small
value. Therefore, overfitting of overlapping data improves the
model utility on non-overlapping data (as illustrated in Fig. 2)
reducing performance inconsistency and mitigating unfairness
(as illustrated in Fig. 3).
- Reduced levels of heterogeneity among clients. To further
observe the impact of overlaps on fairness, we also give a
proxy of the fairness, the average Euclidean distance between
the loss of each local model, and the average loss of all local
models:

1

P

P∑
i=1

||F (w,Di)−
1

P

P∑
k=1

F (w,Dk)||, (18)

then we explore the impact of overlaps on the distance. Based
on Eq. (16), the distance can be bounded as follows:

Ld

n2

 ∑
do
k1
o
,do

k2
o
∈D′

o

∥dok1
o
− dok2

o
∥+

∑
dn
k1
n
,dn

k2
n
∈D′

n

∥dnk1
n
− dnk2

n
∥

+
∑

do
ko

∈D′
o

∑
dn
kn

∈D′
n

∥doko
− dnkn

∥

 . (19)

The derivation procedure is referenced in Appendix A. Eq (19)
indicates that performance inconsistency is primarily deter-
mined by data disparity. In overlapping settings, the data dis-
parity among non-overlapping data remains unaltered, while
the data disparity among overlapping data is significantly
narrowed. As a consequence, overlapping data reduces the
upper bound of this fairness proxy.

For graph data, the overlapping subgraphs cannot al-
leviate data heterogeneity effectively. Assume that the loss
function F (w, d) for graph data satisfies ∀ di, dj ∈ D, s.t.

||F (w, di)− F (w, dj)||2 ≤ Lg
1||di − dj ||2 + Lg

2(Ni,Nj),

where Ni represents the neighboring graph nodes of the i-
th graph node, Lg

2(·, ·) is a function of the neighboring graph
nodes to bound the loss disparity resulting from links.
- More comprehensive edge information and model perfor-
mance gain for overlapping nodes. We can observe that the
overfitting only improves the model utility for graph nodes
with similar neighboring graph nodes. However, the diverse
links may result in unpredictable heterogeneity and bring little
model performance gain for non-overlapping nodes.
- Reduced levels of heterogeneity only for clients with
higher overlapping ratios. The average Euclidean distance
between the loss of each local model and the average loss of
all local models is bounded as follows:

1

n2

 ∑
do
k1
o
,do

k2
o
∈D′

o

(
Lg

1∥d
o
k1
o
− dok2

o
∥+ Lg

2(Ndo
k1
o

,Ndo
k2
o

)

)

+
∑

do
ko

∈D′
o

∑
dn
kn

∈D′
n

(
Lg

1∥d
o
ko

− dnkn
∥+ Lg

2(Ndo
ko
,Ndn

kn
)
)

+
∑

dn
k1
n
,dn

k2
n
∈D′

n

(
Lg

1∥d
n
k1
n
− dnk2

n
∥+ Lg

2(Ndo
k1
n

,Ndo
k2
n

)

) . (20)

Although overlaps diminish the average distance among graph
nodes, the uncertainty of the term Lg

2(·, ·) associated with
adjacent graph nodes remains substantial. The trained model
prefers clients with higher overlapping ratios or specific
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distributions (e.g. the distributions of graph nodes resembling
the overlapping graph nodes and sharing similar distribution of
neighboring graph nodes.), thereby leading to serious unfair-
ness. The variations in node features and adjacency matrices
result in various levels of data heterogeneity. Therefore, the
upper bound of this fairness proxy becomes highly uncertain.

Remark: Both the empirical observations and theoretical
analysis demonstrate two insights:
1) Unfairness issue arises from imbalanced overlaps. Im-

balanced overlaps result in differentiated weights across
clients, further leading to unfairness.

2) Unfairness issue is more pronounced in GFL. This is
attributed to the intricate impact on data heterogeneity
introduced by diverse graph nodes and links, which would
not be encountered in non-graph datasets.

V. FAIRGFL ALGORITHM

We have identified the unfairness issue caused by imbal-
anced overlapping subgraphs across clients in Section IV.
To address it, we propose a novel FAIRness-aware Graph
Federated Learning (FairGFL) algorithm to mitigate such
unfairness while ensuring model utility.

A. Main Idea

As discussed in Section IV-B, the unfairness issue arises
from the imbalanced weights assigned to different local mod-
els’ losses due to the imbalanced overlapping ratios. To
address this, we propose a fairness-aware aggregation strategy
considering the imbalanced overlapping ratios across clients.
Specifically, we reweight different local models’ losses by
assigning weights negatively related to the overlapping ratios.
However, it still remains a challenge to estimate overlapping
ratios for the server without access to the raw data [47, 48].
To overcome this challenge, we propose a privacy-preserving
method that enables the server to accurately estimate the
overlapping ratios using samples sanitized through an LDP
protocol.

Despite the enhanced fairness, the fairness-aware aggrega-
tion may compromise the global model utility. Specifically,
while disadvantaged clients experience minor improvements,
other advantaged clients may suffer a significant decline in
model utility. To address this issue, we design a loss-related
regularizer to weaken the role of fairness and prevent a
substantial decline in model utility for advantaged clients. In
this way, FairGFL improves the tradeoff between fairness and
model utility.

B. FairGFL Framework

FairGFL framework consists of two main components,
including fairness-aware aggregation and composite losses op-
timization. To achieve cross-client fairness, the server requires
access to the clients’ overlapping ratios. However, this could
compromise privacy, thereby violating the principle of FL. To
safeguard data privacy, we propose privacy-preserving data
perturbation and overlapping ratio estimation methods. The
workflow of FairGFL is illustrated in Fig. 4. The pseudo-code

Algorithm 1 FairGFL: Client Side.
Input: Mini-batch size b, local iterations E.
Output: Privacy-preserving mini-batch subgraph nodes Vi,j ,

randomized mini-batch adjacent matrix Ei,j , local model
wE

j,i.
1: Receive wj from the server and initialize w0

j,i = wj .
2: for e = 0, 1, . . . , E − 1 do
3: we+1

j,i = we
j,i − ηf(we

j,i, ξi,j).
4: end for
5: wj,i ← wE

j,i.
6: Sanitize the mini-batch reduced-dimensional subgraph

nodes and adjacent matrix based on Eq. (21) and Eq. (22).

7: Sparsify the noised adjacent matrix.
8: Upload Vi,j , Ei,j and wj,i.

Algorithm 2 FairGFL: Server Side.
Input: Initialized model w0, number of sampled clients K at

each round, coupling weight α, accumulated weight β.
Output: Optimal global model w∗.

1: for j = 1, 2, . . . do
2: Broadcast wj to sampled K clients Scj .
3: Receive {Vi,j , Ei,j , wj,i} from each client i ∈ Scj .
4: Compute the graph node and link overlapping ratios N

and T according to Theorem 5.4 and Theorem 5.5.
5: Na

j = βNj + (1− β)Na
j .

6: Ta
j = βTj + (1− β)Ta

j .
7: Oj = αNa

j + (1− α)Ta
j .

8: wj =
1
K

∑K
i=1

1
1+Oi

wi,j .
9: Update the global model wj for one step by optimizing

the loss function in Eq. (27).
10: j ← j + 1.
11: end for

of FairGFL consists of two parts, Algorithm 1 for clients and
Algorithm 2 for the server.

For clients (Steps 1-2), as described in Algorithm 1, they
first download the current model parameters from the server
to be their local models (Line 1). Then, they update local
models for E iterations (Line 2) and upload these models to
the server (Line 5). To estimate the overlapping ratios and
achieve fairness, clients also upload privacy-preserving mini-
batch subgraphs (Lines 3-5).

For the server (Steps 3-5), as shown in Algorithm 2, after
initializing the model (Line 1), the server broadcasts it to a
set of uniformly sampled K clients Scj for local computation
(Lines 3-4). Once the K clients complete local training and
upload their models, the server estimates the overlapping ratios
(Lines 5-9) and aggregates the K local models based on the
overlapping ratios (Line 10). Furthermore, the global model
is updated for one step by optimizing the composite losses
function to improve the model utility (Line 11).

In Sections V-B1 to V-B4, we present detailed descriptions
and rationale of four novel components (Step 1 and Steps 3-5)
of FairGFL.
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Fig. 4. The workflow of FairGFL. FairGFL comprises five main steps: privacy-preserving data perturbation (Step 1), local training (Step 2), overlapping ratio
estimation (Step 3), fairness-aware aggregation (Step 4), and composite losses optimization (Step 5).

1) Privacy-preserving data perturbation: To mitigate the
impact of imbalanced overlaps, one intuitive method is to
remove redundant overlapping subgraphs (graph nodes and
links) but one. However, this method faces two challenges. On
one hand, the server deprives itself of detecting and filtering
out the overlapping subgraphs due to no access to the raw data.
On the other hand, some non-overlapping link information will
be lost upon the removal of the overlapping subgraphs, since
the local subgraphs may only partially overlap in terms of
graph nodes.

To address the above two challenges, each client can upload
a subgraph by sampling a mini-batch of graph nodes and
their corresponding links. Nevertheless, clients are reluctant to
upload the raw data in consideration of privacy disclosure. To
relieve their concerns, we propose a novel LDP technique [49]
to enhance the privacy of local subgraphs. The rules for
sanitizing the graph nodes and links are as follows.
Encode and obfuscate the graph nodes. Each client first
utilizes an encoder [50] to process the graph node feature
vectors. Prior to training the FL model, the server broadcasts
an encoder to all the clients and each client encodes their local
mini-batch graph nodes. The encoder exhibits two advantages.
On one hand, it reduces the communication cost by decreasing
the dimension of the raw features. The graph node feature
vectors are typically high-dimensional and the transmission
of the entire features consumes overwhelming communication
resources. On the other hand, the encoder extracts important
information while making it difficult to perfectly recover the
raw features. However, the honest but curious server could
potentially leverage a well-designed decoder to recover private
information [51, 52].

To provide strict privacy protection, we propose a novel
LDP technique to sanitize encoded graph node features,
enabling accurate estimation of overlapping ratios. Previous
research [53] applies the LDP technique to indices of graph
nodes to obfuscate the membership information of graph
nodes. However, the server needs to assign indices to all
the graph nodes before training, which may result in privacy
leakage. Besides, another research [39] proposes to randomize
some elements in high-dimensional graph node features to
values of -1 or 1 and map other elements to 0, which is too
coarse to achieve accurate estimation. Differently, we propose
a more fine-grained mechanism, denoted as MN . In MN ,

each client independently randomizes each element of encoded
features to a term in the equidistant p quantile sequence
according to the distance from the minimum and maximum
values of the encoded features. Specifically, each element can
be perturbed as i

p , i ∈ {0, 1, . . . , P} with a probability of

eϵa/p − 1

e(p+1)ϵa/p − 1
·eϵa(1−

1
p ⌊p|

xi,j−xmin
xmax−xmin

− i
p |⌋), (21)

where ϵa represents the privacy budget for each protected
element xi,j of the reduced-dimensional features, p is the
preset sophisticated level, and [xmin, xmax] defines the domain
range of the feature.

Theorem 5.1: The mechanism MN to obfuscate the graph
nodes satisfies ϵa-LDP.

Proof: Please refer to Appendix B.
Perturb the links. In a graph, links are typically represented
as an adjacent matrix, where each element is a binary value.
We denote the adjacent matrix for client i as Ei = (eip,q),
p, q ∈ [ni], where eip,q = 1 indicates the presence of a link
between the p-th graph node and q-th graph node. To perturb
the links, we adopt a mechanism ME [54–56]. Specifically,
given a privacy budget ϵb, each user flips each element in
the adjacent matrix with a probability pe, resulting in a
randomized adjacent matrix Ẽi = (ẽip,q). The flipping rule
for each element eip,q is as follows.

ẽip,q =

{
eip,q, with prob. 1− pe =

eϵb
1+eϵb

1− eip,q, with prob. pe =
1

1+eϵb

. (22)

Theorem 5.2: The mechanism ME to perturb the links
satisfies ϵb-LDP.

Proof: The proof methodology can refer to [39].
Despite the provable privacy guarantee, the above flipping

process would make the perturbed adjacent matrix too dense
to accurately estimate overlapping ratios. Actually, some pre-
vious work [39] has aimed to induce sparsity in the dense
matrix, such as graph structure denoising, which, however,
overlooks the graph characteristics and introduces extra noises.
To explore graph characteristics, we conducted statistical
experiments on Cora and CiteSeer datasets to observe the
relationship between the feature distance and the link existence
of arbitrary two graph nodes. Table I presents the probability
distribution of feature distance between two linked graph
nodes. We can observe a sharply decreasing probability of
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link existence between graph nodes as their feature distance
increases.

Inspired by the observation, we propose a correction ap-
proach to induce sparsity in the perturbed adjacent matrix.
Specifically, after perturbing the adjacent matrix, the client
calculates the Euclidean distance between each pair of obfus-
cated graph nodes and estimates the proportion of 1s in the
raw adjacent matrix according to Theorem 5.3. That is, when
the proportion of 1s in the perturbed adjacent matrix is P0,
the proportion of 1s in the raw adjacent matrix is estimated
to be P0−pe

1−2pe
. Consequently, approximately (P0 − P0−pe

1−2pe
)

proportional of 1s in the perturbed matrix will be corrected
to 0s. This correction approach effectively makes the adjacent
matrix sparse. It is worth noting that the correction process
is conducted on the perturbed graph node features and links,
which would not incur extra privacy leakage due to the post-
process property of DP.

TABLE I
PROBABILITY DISTRIBUTION OF FEATURE DISTANCE BETWEEN LINKED

GRAPH NODES.

Datasets
Distance 0-10 11-20 21-30 31-40 41-50 51-60

Cora 0.37 0.27 0.17 0.12 0.05 0.02
CiteSeer 0.17 0.66 0.14 0.02 0.01 0.00

Theorem 5.3: If a 0-1 matrix contains 100× x percent of
1s, and the flipping probability is set to pe, then the expected
proportion of 1s in the randomized matrix is given by x+pe−
2xpe.

Proof: By combining the definition of expectation and
perturbation rule shown in Eq (22), we can easily deduce this
conclusion.

2) Overlapping ratio estimation: To estimate the overlap-
ping ratios, the server utilizes the sanitized graph node features
and adjacent matrices to reconstruct the local subgraphs.

For graph node overlapping ratios, the server calculates the
Euclidean distance ||xi,i′ − xk,k′ ||1 among noisy graph node
features from different clients. If the distance is smaller than
a predefined threshold, the two graph nodes are considered to
represent the same data. In this way, the server estimates the
overlapping ratio on mini-batch subgraphs of client i to client
k, denoted as Ñi,k. Furthermore, according to Theorem 5.4,
the server can compute a P×P -dimensional overlapping ratio
matrix N, where each element Ni,k =

Ñi,kni

bk
denotes the

graph node overlapping ratio of client i to client k. However,
in extreme scenarios where a part of clients sample most of the
overlapping nodes into the minibatch while the other clients
have massive graph nodes, the estimated overlapping ratios in
N may exceed 1. In such cases, those values larger than 1 are
set as 1 manually, then the corrected matrix is denoted as Nc.

Theorem 5.4: Consider two clients i and k, each with ni

and nk graph nodes respectively. If clients i and k randomly
sample bi (bi ≤ ni) and bk (bk ≤ nk) graph nodes, and the bi
samples of client i has a proportion Ñi,k ∈ [0, 1] of samples
overlapping with the bk samples of client k, then client i has
an expected proportion Ni,k of graph nodes overlapping with

client k, where

Ni,k =
Ñi,kni

bk
. (23)

Proof: Please refer to Appendix C.
For link overlapping ratios, the server examines the over-

lapping links among overlapping graph nodes and computes
the link overlapping ratio according to Definition 3.5. The
link overlapping ratio matrix is denoted as T̃, where each
element T̃i,k denotes the link overlapping ratio of client i
to client k. To estimate the link overlapping ratios among
clients’ subgraphs, we make one rational assumption. That
is the overlapping graph nodes uploaded in each round are
uniformly sampled from the overall overlapping graph nodes
and the overlapping links are uniformly distributed among
graph nodes. Then, according to Theorem 5.5, the server can
compute the overall link overlapping ratios matrix, defined as
T = (Ti,k).

Theorem 5.5: Consider two clients, denoted as client i
and client k, each with ni and nk graph nodes respectively.
Clients i and k select bi and bk samples randomly, and the
bi samples of client i have a proportion Ñi,k ∈ [0, 1] of
samples overlapping with those of client k. If the mini-batch
link overlapping ratio of client i to client k is T̃i,k, the overall
link overlapping ratio of client i to client k is T̃i,kn

2
k

b2i
.

Proof: Please refer to Appendix C.
3) Fairness-aware aggregation: Based on the estimated

graph node overlapping ratios N = (Ni,k) and the link
overlapping ratios T = (Ti,k), the server aggregates the
model updates using weights negatively correlated with the
estimated overlapping ratios. This aggregation strategy helps
mitigate the impact of overlapping data. However, accurately
estimating the overlapping ratios is challenging due to the
sampling randomness. From a statistical perspective, more
accurate estimation can be achieved with a sufficient number
of samples. Therefore, to avoid extreme cases, the estimated
overlapping ratios in the current round are accumulated with
the previous estimated overlapping ratios. The accumulated
graph node and link overlapping ratios matrices in the j-th
round are denoted as Na

j and Ta
j respectively. Accordingly,

the overall overlapping ratio Oj =
(
Oj

i,k

)
can be calculated

as follows

Oj = αNa
j + (1− α)Ta

j , (24)

where α ∈ [0, 1] is the coupling weight.
To enhance fairness, the server utilizes the adjusted weights2

inversely proportional to the overlapping ratios to aggregate
the received local models inspired by the Theorem D.1 shown
in Appendix D. Formally, the aggregating rule in the j-th
round is

wj =
1

K

K∑
i=1

1

1 +Oi
wi,j , (25)

where Oi =
∑

k∈[P ],k ̸=i Oi,k represents the overall overlap-
ping ratios of client i.

2This work focuses on unfairness from overlapping data, assuming homo-
geneous data and client quality. For scenarios with high-quality clients or data,
the proposed algorithm can be integrated with existing designed algorithms.
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4) Composite losses optimization: The fairness-aware ag-
gregation strategy improves cross-client fairness by reducing
the model weights of clients with a significant number of
overlapping subgraphs. However, this approach may lead to a
performance loss for advantaged clients, resulting in a decrease
in overall model utility. To maintain the model utility, we
design a loss-related regularizer to control the worst model
utility among clients.

Before presenting the ultimate optimization objective con-
sidering both fairness and model utility, we give an empirical
composite losses function indicated by the fairness-aware
aggregation shown in Eq. (25) as follows.

F (w)=
1

K

K∑
i=1

1

1 +Oi
Fi(w). (26)

With the consideration of both fairness and the model utility,
we introduce the loss-related regularizer λ||

−→
F (w)||∞ and

obtain the ultimate loss function as follows.

F (w)=
1

K

K∑
i=1

1

1 +Oi
Fi(w)︸ ︷︷ ︸

I: Fairness

+λ||
−→
F (w)||∞︸ ︷︷ ︸

II: Model Utility

, (27)

where
−→
F (w) = [F1(w), F2(w), . . . , FK(w)]⊤ is a vector with

each j-th element be the loss of client j. The regularization
term plays a role in restraining fairness by a hyperparameter
λ and improves the model utility by minimizing the maximal
losses. Therefore, in Eq. (27), the term I aims to improve
fairness, while term II enhances model utility for all clients.

VI. ANALYSIS

In this section, we provide the communication and compu-
tation complexity and convergence analysis of the proposed
FairGFL.

We first analyze the communication and computation com-
plexity. In each round, each client i transmits its local en-
coded nodes of dimension d1 and the corresponding links
based on its mini-batch of size bi. Due to the sparsity of
neighborhood connections, the communication complexity is
O(d1bi) + O(b2i ). The computational overhead on the client
side primarily involves encoding and the LDP mechanisms
on nodes and links. However, given the sparsity of links
and the limited number of overlapping nodes, the additional
computation for noising links is negligible. Therefore, the local
computational complexity is dominated by O(bi).

First, we define iKm ≜ argmaxi∈[K]{Fi(w)}, iPm ≜
argmaxi∈[P ]{Fi(w)}, and qj,i = 1

1+Oj,i
. In the j-th round,

the expectation of the weighted losses can be expressed as

1

K

K∑
i=1

qj,iFi(wj) + λFiKm
(wj). (28)

The global composite empirical objective is

min
w

F (w) =
1

P

P∑
i=1

qiFi(w) + λFiPm
(w), (29)

where qi =
1

1+OT
i

.

Theorem 6.1: Assume Assumptions 3.1-3.2 hold. Then, we
have the following convergence result:

1

J

J∑
j=1

AE∥∇F (wj)∥2 ≤
F (w1)− F (w∗)

J
+ B,

where A = −η(E − 1/2) + 8ηE2qmax/K, E[(qj,i − qi)
2] ≤

qmax and β = E−1
1−α −

α−αE

(1−α)2 and

B =
L(1 + λ)

2

(
λ2EG2

l + 4G2
gλ

2E2 +
2λq

P
G2

lE
2 +

1

K2
EG2

l

)
+
G2

gL(1 + λ)

K
E(qmax + 2E) + 8ηEqmaxG

2
g

+η2βL3(1 + λ)
(
G2

l + 2KG2
g

)(qmax + 2E

K
+ 2λ2E

)
+η3βE(4L2qmax + 2L2/K + λ2L2)

(
G2

l + 2KG2
g

)
. (30)

Proof: Please refer to Appendix E.
Based on Theorem 6.1, we can qualitatively analyze the

impact of heterogeneity and the convergence rate of FairGFL.
To achieve the expected error smaller than ϵ, we bound the
number of rounds J as follows

J= O

(
E + E2

ϵ
+

E2

Pϵ
+

Eqmax

Kϵ
+

√
βE

ϵ

(
1 +

√
K
)

+

(
βE

ϵ

) 1
3
(

1

K1/3
+ E1/3

)(
1 +K1/3

))
. (31)

By analyzing the rate of convergence, we can conclude that
• The number of local iterations (E): The convergence

result demonstrates that a larger value of E allows clients
to effectively exploit their local subgraphs, accelerating con-
vergence. However, excessively mining local data leads to
significant divergence and decreases the model utility. Hence,
appropriate data mining with a smaller E facilitates conver-
gence, while excessive mining with a larger E compromises
model utility.

• The weights error (qmax): The term qmax highlights
that accurate estimation of overlapping ratios improves the
model utility. With higher privacy budgets ϵa and ϵb, the server
can estimate overlapping ratios accurately, thus mitigating the
impact of overlapping subgraphs on model performance.

VII. EXPERIMENTS

In this section, we conduct extensive experiments on four
real-world graph data to demonstrate the effectiveness of
FairGFL in terms of both fairness and model utility.

A. Experimental Setup

Datasets. We conducted experiments on the following four
graph data. The statistical information is shown in Table II.

• Cora [57]: Cora consists of 2708 scientific publications
and their corresponding citation network. Each publication is
represented by a binary word vector indicating the absence (0)
or presence (1) of words from a predefined dictionary.

• CiteSeer [58]: CiteSeer consists of 3312 scientific pub-
lications and their corresponding citation network. Similar to
Cora, each publication is described by a binary word vector
based on word occurrences.
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Fig. 5. The model utility of different algorithms on graph FL data (Cora, CiteSeer, Ogbn-arxiv, and Reddit). The model utility is evaluated by the test loss
and accuracy.
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Fig. 6. The fairness (variance and entropy of local model utility) of different algorithms on graph FL data (Cora, CiteSeer, Ogbn-arxiv, and Reddit).

• Ogbn-arxiv [59]: Ogbn-arxiv represents the citation net-
work among Computer Science (CS) arXiv papers. It is a
directed graph where each node corresponds to an arXiv paper,
and directed links indicate citation relationships. Each paper
is associated with a 128-dimensional feature vector obtained
by averaging word embeddings from its title and abstract.

• Reddit [60]: Reddit originates from a large online discus-
sion forum, where users post and comment on various topics.
Each graph node represents a post and includes information

such as the post’s title, comments, and score. The node labels
indicate the community to which the posts belong. Posts with
common commenters are connected.

To simulate realistic federated scenarios with overlapping
data, we divided the graph nodes into overlapping and
non-overlapping subsets through a controlled proportion r.
Non-overlapping nodes underwent non-IID distribution across
clients via Dirichlet sampling parameterized by αdir = 0.5.
The data volume of overlapping data for each label on each



12

client is determined by sampling from a Dirichlet distribution
with αdir = 0.8, scaled to N/(r − Nr) times the total
overlapping data, where N denotes the predefined overlap
coefficient. Subsequently, for each label, the corresponding
number of instances is randomly drawn without replacement
from the overlapping dataset. In cases where the required
sample size for a label surpasses its available instances, the
sampling is capped at the total available data for that label.
Crucially, all client subgraphs preserved topological integrity
by maintaining complete edge connectivity inherited from the
global graph structure.

TABLE II
BASIC GRAPH INFORMATION FOR FOUR DATASETS.

Datasets Nodes Links Features Labels

Cora 2,708 10,858 1433 7
CiteSeer 3,327 9,464 3703 6
Reddit 232,965 114,615,892 602 41

Ogbn-arxiv 169,343 1,166,243 128 40

Default hyper-parameter settings. We set the coupling
weight α = 0.8, accumulated weight β = 0.5, and privacy
budgets ϵa = 3 for graph nodes and ϵa = 1 for links. Under
this noise setting, FairGFL maintains accurate estimation of
overlapping ratios.

Model. In our experiments, we took the representative two-
layer Graph Convolutional Networks (GCN) as our model [61]
and cross-entropy loss as the loss function.

Comparison algorithms. We compared FairGFL with the
baseline FedGCN [62], and three representative algorithms:

• Q-FedAvg. Q-FedAvg [21] modifies the objective func-
tion by magnifying the maximum loss among all clients. The
objective function can be expressed as follows

min
w

F (w) =

m∑
i=1

pi
q + 1

F q+1
i (w),

where q > 0 is a constant and pi defines the weight.
• FGFL. FGFL [63] enhances accuracy-fairness trade-off

by designing a dual-incentive mechanism that integrates both
model gradients and payoff allocation. FGFL quantifies agent
contributions through a valuation function based on gradient
alignment and graph diversity. Then, it allocates sparsified
gradients as immediate rewards and distributes payoff with
penalties for harmful agents and compensation for those with
delayed contributions.

• FedPub. FedPub [18] aims to address the impact of
heterogeneity among subgraph data by learning multiple per-
sonalized models. Specifically, FedPub introduces an innova-
tive for computing similarities based on the disparity among
outputs given the same input data. To achieve efficient com-
munication, each client uploads partial information based on
personalized sparse masks.

Metrics.
We evaluate FairGFL in terms of both model utility and

fairness. Model utility is measured using the accuracy and
loss of the global model w on a held-out global test set. For
fairness evaluation, we employ entropy and variance computed

from the losses of the global model w over all local training
datasets Di | i ∈ [P ]. Different fairness notions require
specific quantitative metrics tailored to their respective objec-
tives. These metrics are chosen because they directly measure
performance consistency across clients, which aligns with our
objective. Generally, a higher entropy or a lower variance
indicates a more equitable performance distribution across
clients, reflecting better cross-client fairness. The metrics are
formally defined as follows:

Ent(loss) =−
P∑
i=1

F (w,Di)

||
−→
F (w)||1

log
F (w,Di)

||
−→
F (w)||1

,

Var(loss) =
1

P

P∑
i=1

(
F (w,Di)−

1

P

P∑
p=1

F (w,Dp)

)2

,

where ||
−→
F (w)||1 =

∑P
i=1 F (w,Di).

B. Experimental Results and Analysis

To demonstrate the superiority of FairGFL in the sense of
improving the tradeoff between model utility and fairness, and
explore the impact of certain parameters, the following three
groups of experiments were conducted.

1) The first group compared FairGFL to baseline algo-
rithms in terms of both model utility and fairness on all
four datasets and analyzed the additional communication
costs.

2) The second group explored the impact of different privacy
budgets on the model utility and fairness of FairGFL.
FairGFL with respect to the varying overlapping ratios in
terms of both model utility and fairness.

1) Comparison with different algorithms: Small synthetic
FL graph data (Cora and CiteSeer). Fig. 5(a) and Fig. 5(b),
as well as Fig. 5(e) and Fig. 5(f) depict the model performance
of different algorithms on Cora and CiteSeer. As shown,
FairGFL consistently exhibits the fastest convergence to
the highest prediction accuracy. Such advantage mainly
arises from the proposed composite losses optimization in
Section V-B4. Furthermore, Fig.6(a) and Fig.6(b), as well
as Fig.6(e) and Fig.6(f) demonstrate that FairGFL achieves
the smallest variance and a larger entropy, indicating the
desired cross-client fairness. This can be attributed to the
proposed fairness-aware aggregation strategy in Section V-B3.
In contrast, FedPub exhibits the poorest performance, with
significant variation in model utility across clients. This is due
to the fact that FedPub aims to learn multiple personalized
models and data heterogeneity disparates the performance
across clients. Additionally, FedGCN also exhibits poorer per-
formance, which highlights the effectiveness of these fairness-
aware algorithms.

Large synthetic FL graph data (Reddit and Ogbn-arxiv).
Fig. 5(c) and Fig. 5(d), as well as Fig. 5(g) and Fig. 5(h)
shows the model performance of different algorithms on
Reddit and Ogbn-arxiv. Similar to the results obtained on
small graph data, FairGFL consistently achieves the fastest
convergence and highest prediction accuracy, indicating its
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TABLE III
NORMALIZED OVERLAPPING RATIOS OF GRAPH NODES ON CORA AND CITESEER DATASETS.

Dataset Privacy budget True overlapping graph node ratios Estimated overlapping graph node ratios

Cora ϵa = 3
0.0521 0.0352 0.0289 0.0676 0.0367 0.0421 0.0312 0.0608
0.0315 0.0423 0.0187 0.0489 0.0231 0.0356 0.0238 0.0375

0 0 0 0 0.0058 0.0083 0.0091 0.0072

CiteSeer ϵa = 3
0.0475 0.0312 0.0458 0.0364 0.0452 0.0256 0.0398 0.0387
0.0289 0.0197 0.0341 0.0512 0.0323 0.0169 0.0356 0.0531

0 0 0 0 2.8512e-10 0.0042 3.2732e-12 7.8254e-08
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Fig. 7. The model utility and disparities (variance and entropy of local model
utility) of FairGFL under different privacy budgets (ϵa=1.0, 4.0 and ∞) on
the Cora and CiteSeer. Privacy budget ϵa = ∞ means that LDP mechanism
is not employed.

excellent performance. As depicted in Fig. 6(c) and Fig. 6(d),
as well as Fig. 6(g) and Fig. 6(h), FairGFL exhibits a lower
variance and a larger entropy, indicating a fairer performance.
Notably, FGFL performs worst since FGFL prioritizes high
contributors with full model updates. This unequal resource
allocation directly amplifies the divergent performance of the
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Fig. 8. The model utility and disparities (variance and entropy of local model
utility) of FairGFL and the baseline under different overlapping ratios (%) on
Cora and CiteSeer.

global model across clients. It enforces contribution-based
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fairness at the cost of cross-client fairness.

TABLE IV
COMMUNICATION BYTES FOR MODEL UPDATES AND

PRIVACY-PRESERVING SUBGRAPHS, AND THE RATIO OF ADDITIONAL
COMMUNICATION COSTS (I.E. THE RATIO OF COMMUNICATION BYTES OF

BOTH NODE FEATURES AND LINKS TO THAT OF MODEL).

Datasets Model Features Links Ratio

Cora 1475612 25600 512 1.77%
CiteSeer 1899544 76800 512 4.07%
Reddit 329892 20480 4096 7.45%

Ogbn-arxiv 346272 16384 4096 5.91%

Communication analysis. FairGFL necessitates clients to
upload privacy-preserving subgraphs for the estimation of
overlapping ratios, thereby increasing the communication cost.
To quantize the extra communication burden on each client, we
count the communication cost of transmitting model updates
and the subgraphs, as depicted in Table IV. Experimental
results indicate a maximum of 8% additional communication
cost. Consequently, FairGFL significantly enhances both
fairness and model utility while maintaining a manageable
level of extra communication overhead.

2) The impacts of different privacy budgets: Table III shows
the normalized overlapping graph node ratios on Cora and
CiteSeer data under the privacy budget ϵa = 3. The number
of clients is set to 40 and we display eight overlapping clients
(rows 2-3 and rows 5-6) and four non-overlapping clients
(rows 4 and 7) due to the limitation of space. Fig. 7 depicts
the model performance of FairGFL under different privacy
budgets on Cora and CiteSeer data.

We draw two conclusions from Table III and Fig. 7. On
the one hand, FairGFL can accurately estimate the over-
lapping ratios. By comparing the normalized true overlapping
graph node ratios and normalized estimated overlapping graph
node ratios, we can see that it is easy to distinguish between
overlapping and non-overlapping clients and identify the level
of overlapping ratios. On the other hand, the model utility
improves with the increasing privacy budget, indicating the
tradeoff between the privacy and model utility, as shown in
Fig. 7. Moreover, As the privacy budget increases, the model
fairness presents an obvious improvement in terms of variance
and entropy. This is reasonable since a larger privacy budget
can lead to a more accurate estimation of overlapping ratios,
thereby a more effective fairness-aware aggregation.

3) The impacts of different overlapping ratios: Fig. 8
presents the model performance under different overlapping
ratios on Cora and CiteSeer data. As depicted in Fig. 8(a)-
Fig. 8(d), a larger overlapping ratio leads to a higher test loss
and lower test accuracy, which can be explained by the over-
fitting of model on the overlapping data (same as the analysis
in Section IV). We can conclude that (i) FairGFL exhibits a
superior model performance in contrast to FedGCN, indicat-
ing its effectiveness in eliminating overfitting and improving
model utility. (ii) as the overlapping ratio increases, the
performance inconsistency among clients becomes more
obvious, as demonstrated in Fig. 8(e)-Fig. 8(h), consistent
with the conclusion in Section IV. (iii) FairGFL exhibits a

more robust performance with respect to the varying over-
lapping ratios than FedGCN. The result illustrates that the
fairness-aware aggregation strategy in Section V-B3 effectively
mitigates the impact of overlapping ratios benefiting from the
accurate estimation of overlapping ratios (Section V-B2) and
well-crafted weights (Section V-B3).

VIII. CONCLUSION

In this paper, we propose FairGFL, a novel fairness-aware
subgraph federated learning algorithm, targeting to enhance
fairness and model utility. FairGFL achieves these improve-
ments through three key contributions. First, FairGFL ensures
the privacy of clients’ raw subgraphs by utilizing encoders and
noval LDP techniques. Second, FairGFL enhances fairness by
accurately estimating the overlapping ratios of different clients
based on the sanitized mini-batch subgraphs. Third, FairGFL
improves the tradeoff between fairness and model utility by
incorporating a well-crafted regularizer into the federated com-
posite losses. We conducted experiments on four real-world
graph datasets, and the results demonstrate the effectiveness of
FairGFL in enhancing fairness and maintaining model utility.
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APPENDIX A
ANALYSIS OF OVERLAPS ON FAIRNESS

To provide an in-depth insight into the impact of over-
lapping data on fairness for non-graph data, we theoretically
analyze the average Euclidean distance between the loss value
of each local model and the average loss value.

1

P

P∑
i=1

||F (w,Di)−
1

P

P∑
k=1

F (w,Dk)||

≤ 1

P 2

P∑
i=1

P∑
k=1

||F (w,Di)− F (w,Dk)|| (32)
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n
)||
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 ∑
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o
∈D′

o

∑
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o
∈D′

o

Ld∥dok1
o
− dok2

o
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∑
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∈D′
o

∑
dn
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∈D′
n

Ld∥doko
− dnkn

∥+

∑
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n

∑
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k2
n
∈D′

n
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n
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n
∥

 . (33)

Eq.(32) is derived by triangle inequality and Eq. (33) is derived
by Eq. (17).

APPENDIX B
LOCAL DIFFERENTIAL PRIVACY

Proof of Theorem 5.1: Given two arbitrary distinct graph
node feature values xi,k, x̃i,k ∈ [xmin, xmax] (xi,k ̸= x̃i,k),
where xmin and xmax represent the minimum and maximum
values of the graph node feature xi,k respectively. Then, given
any output si,k =

pi,k

p , pi,k ∈ [p] from MN , we can state that

Pr[MN (xi,k) = si,k]

Pr[MN (x̃i,k) = si,k]
=

e
ϵa(1− 1

p ⌊p|
xi,k−xmin
xmax−xmin

−
pi,k
p |⌋)

e
ϵa(1− 1

p ⌊p|
x̃i,k−xmin
xmax−xmin

−
pi,k
p |⌋)

= e
ϵa(

1
p ⌊p|

x̃i,k−xmin
xmax−xmin

−
pi,k
p |⌋− 1

p ⌊p|
xi,k−xmin
xmax−xmin

−
pi,k
p |⌋) ≤ eϵa .

APPENDIX C
OVERLAPPING RATIO ESTIMATION

Before presenting the proof of Theorem 5.4, we introduce
the following technical lemma along with its proof.

Lemma C.1: Consider two clients, denoted as client i and
client k, each with ni and nk graph nodes respectively. If
client k randomly samples bk graph nodes and client i has a

proportion pi,k ∈ [0, 1] of graph nodes overlapping with the bk
samples, then client i has an expected proportion p of graph
nodes overlapping with client k, where

p = min{1, pi,knk

bk
}. (34)

Proof: The proof follows from the combination of the
definition of expectation in probability theory and the proper-
ties of random sampling.

Proof of Theorem 5.4: Based on Lemma C.1, since client
i has a proportion pi,k ∈ [0, 1] of samples overlapping with
the bk samples of client k, then client i may have a proportion
pi,knk

bk
of samples overlapping with client k. This is equivalent

to stating that client k may have a proportion pi,knkbi
nkbk

of
graph nodes overlapping with client i. By applying Lemma C.1
again, we can deduce that client k may have a proportion
pi,kn

2
i

nkbk
of graph nodes overlapping with client i, which aligns

with the conclusion.
Proof of Theorem 5.5: Since the overlapping graph nodes

are randomly sampled, the overlapping links are uniformly
distributed across these graph nodes. Consequently, the link
overlapping ratio on mini-batch overlapping graph nodes is
equal to the ratio among all the overlapping graph nodes.
Specifically, the link overlapping ratio on mini-batch overlap-
ping graph nodes can be expressed as

Tsub
i,k

p2
i,k

. Similar to Lemma
C.1, by combining the definition of expectation in probability
theory and random sampling, we can deduce that the overall
link overlapping ratio is

Tsub
i,k N2

k

b2i
.

We consider various scenarios, including unreasonable ones,
and analyze a set of weights to address the impact of im-
balanced overlaps. Drawing inspiration from these weights,
we propose an aggregation strategy that effectively enhances
fairness, performing well in both common and uncommon
scenarios. The analysis of the weight set is presented as
follows.

APPENDIX D
FAIRNESS-AWARE AGGREGATION

In this section, we consider unreasonable scenarios and
analyze the setting of weights to mitigate the impact of
imbalanced overlaps. Drawing inspiration from these weights,
we propose an aggregation strategy to enhance fairness which
also performs effectively in realistic scenarios. The analysis of
weight configuration is presented as follows.

As shown in Eq. (26), when setting uniform weights across
clients, it may cause nodes and links with higher overlapping
ratios to dominate the model updates. This results in higher
model utility for local models trained on data with significant
overlaps, thereby introducing fairness issues. To achieve cross-
client fairness, FairGFL adaptively adjusts the weights, effec-
tively discounting the influence of highly overlapping data.
This ensures a more balanced contribution across diverse data
and enhances cross-client fairness. Then, we consider a special
case and analyze the optimal weight.

Theorem D.1: Assume that a pair of clients share the
same subgraphs if they share a graph node. In this setting,
to eliminate the impact of overlapping subgraphs and achieve
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fairness, the optimal weight for the i-th client with an overall
overlapping ratio is

1

1 +Oi
. (35)

Proof: Consider a scenario where there are P clients,
each having their local subgraphs denoted as Gi =
{Vi, Ei,Xi}. These subgraphs can be categorized into two
distinct types: overlapping subgraphs and non-overlapping
subgraphs.

The set of overlapping subgraphs can be defined as Go =
{Go1 , . . . ,Gon′

1
}, where n′

1 represents the number of overlapping
subgraphs without repetition. Given that the subgraph Goi on
the i-th client overlaps 1 +Oi (Oi > 0) times, the weight qoi
of the subgraph Goi can be expressed as

qoi =
1

1 +Oi
. (36)

Similarly, the set of non-overlapping subgraphs can be defined
as Gn = {Gn1 , . . . ,Gn′

2
}, where n′

2 represents the number of
non-overlapping subgraphs with Oi = 0. Thus, the weight qni
of the subgraph Gni can be expressed as

qni =
1

1 +Oi
= 1. (37)

We define a set G that includes both overlapping
and non-overlapping data without duplication, i.e., G =
{Go1 , . . . ,Gon′

1
,Gn1 , . . . ,Gn′

2
}.

Then, by setting the weight of the i-th client as 1
1+Oi

(i = 1, . . . , P ), the composite empirical loss function can be
expressed as:

P∑
i=1

1

1 +Oi
F (w,Gi)

=

n′
1∑

i=1

qoi (1 +Oi)F (w,Go
i ) +

n′
2∑

i=1

qni (1 +Oi)F (w,Gn
i )

=

n′
1∑

i=1

F (w,Go
i ) +

n′
2∑

i=1

F (w,Gn
i )

=
∑
Gi∈G

F (w,Gi).

From this expression, we can observe that the weights of
both overlapping and non-overlapping data are consistent.
Therefore, the algorithm ensures fairness in terms of overlap.

APPENDIX E
CONVERGENCE ANALYSIS

Proof of Theorem 6.1: We first analyze the convergence
rate of one round of FairGFL. Then based on the results, we
analyze the convergence of FairGFL.

The set of sampled clients is denoted as Scj ⊆ [P ], |Scj | =
K. Based on the property of client-level unbiased gradients in
Assumption 3.2, we have

E

[
1

K

K∑
i=1

qj,i

E−1∑
e=0

∇f(we
j,i, ξ

e
j,i)

]
= ESc

[
1

K

K∑
i=1

q′i

E−1∑
e=0

∇Fi(w
e
j,i)

]

=

P∑
i=1

(P−1
K−1

)(P
K

) 1

K
q′i

E−1∑
e=0

∇Fi(w
e
j,i) =

1

P

P∑
i=1

q′i

E−1∑
e=0

∇Fi(w
e
j,i). (38)

In the j-th round, the aggregated rule is as follows

wj+1= wj −
(

1

K

K∑
i=1

1

1 +Oj,i
∆wj,i + λ∆wj,iKm

)

= wj − η

(
1

K

K∑
i=1

qj,i

E−1∑
e=0

∇f(we
j,i, ξ

e
j,i)

+λ

E−1∑
e=0

∇f(we
j,iKm

, ξe
j,iKm

)

)
. (39)

where iKm represents the index of the client with the maximum
loss. Based on Eq. (39), we have

||wj+1 − wj ||2

= η

∥∥∥∥∥ 1

K

K∑
i=1

qj,i

E−1∑
e=0

∇f(we
j,i, ξ

e
j,i) + λ

E−1∑
e=0

∇f(we
j,iKm

, ξe
j,iKm

)

∥∥∥∥∥
2

.

For convenience, we denote A = ||wj+1 −wj ||2/η2. Then,
we bound the third term A.

A= E

∥∥∥∥∥ 1

K

K∑
i=1

E−1∑
e=0

(
qj,i∇f(we

j,i, ξ
e
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e
j,i)
)

+λ

E−1∑
e=0

(
∇f(we

j,iKm
, ξe

j,iKm
)−∇FiKm

(we
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2

. (40)

The first term of A can be bounded as

E
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K
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+E
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Eq. (41) is derived by taking expectation over the sampled
data {ξej,i, i = 1, . . . ,K, and e = 0, . . . , E−1}. The quadratic
terms in Eq. (42), Eq. (43), and Eq. (44) are bounded based on
the property of client-level bounded variance and global-level
bounded variance as stated in Assumption 3.2.

Then, considering Assumption 3.1 and Assumption 3.2, we
bound the second term of C as follows
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By applying the Eq. (44) and Eq. (45) to the term A
(Eq. (40)), we have
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Based on Assumption 3.1, we have
F (wj+1)− F (wj)≤ ⟨∇F (wj), wj+1 − wj⟩

+
L(1 + λ)

2
∥wj+1 − wj∥2. (47)

The first term of the right side can be formulated as
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By taking expectation on both sides, we bound it as follows
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where∇F (wj) = E
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.

We first bound the term as follows
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Then, we have

E

∥∥∥∥∥λ
E−1∑
e=0

∇FiKm
(we

j,iKm
)− λE∇FiKm

(wj,iKm
)

∥∥∥∥∥
2

≤ λ2E

E−1∑
e=0

E
∥∥∥∇FiKm

(we
j,iKm

)−∇FiKm
(wj,iKm

)
∥∥∥2

≤ λ2E

E−1∑
e=0

L2E
∥∥∥we

j,iKm
− wj,iKm

∥∥∥2 (50)

By applying the Eq. (49) and Eq. (49) to Eq. (48), we have
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By applying the upper bound of the term A in Eq. (46) and
Eq. (51) to the Eq. (47), we obtain the following expression
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Then, we consider the term
∥∥we+1
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∥∥2 in Eq. (52)
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We denote α as α = 1 + 1
K−1 + 2L2Kη2. Unrolling the

recursion above, we get

∥∥we
j,i − wj

∥∥2≤ (η2G2
l + 2Kη2G2

g

) 1− αe

1− α
. (53)

By summing over e, we have
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Finally, we define β = E−1
1−α −

α−αE

(1−α)2 and apply the Eq. (54)
to Eq. (52)
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By simplifying both sides, we can derive the following
results

AE∥∇F (wj)∥2 ≤ F (wj)− EF (wj+1) + B.
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where qmax ≥
∑K

i=1 E[(qj,i − q′i)
2] and qmax ≤ 2.

By accumulating both sides from j = 1 to J , we get

1

J

J∑
j=1

AE∥∇F (wj)∥2 ≤
F (w1)− F (w∗)

J
+ B.

APPENDIX F
ADDITIONAL EXPERIMENTS

A. Multiple Query Attack and Defense

TABLE V
THE ESTIMATED ACCURACY OF LINKS UNDER MULTIPLE QUERY ATTACK.

Query counts 1 5 10 20 30

Accuracy 72.7% 87.5% 93.4% 98.6% 99.6%

In this section, we evaluate the robustness of the proposed
LDP mechanisms against the multiple query attack. This attack
involves repeatedly querying a target client to upload the same
perturbed outputs.

For links, the adversary can aggregate the collected results
by averaging and subsequently rounding to the nearest integer.
We sample 10,000 links and evaluate the estimated accuracy
of this approach, as shown in Table V. Experimental results
demonstrate a positive correlation between the number of
queries and the accuracy of link reconstruction. At 20 queries,
the accuracy approaches 100%, indicating nearly complete
exposure of the raw links.
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Fig. 9. Mean squared error (MSE) between the true and inferred encodings
and features under multiple query attack on Cora and CiteSeer datasets. The
y-axis is on a logarithmic scale. The decreasing MSE trends for both the
encoding reconstruction and feature reconstruction demonstrate the increasing
accuracy of the adversary.

For graph nodes, the uploaded outputs are averaged to
mitigate the introduced noise, with the resulting value scaled to
the original encoder range before being fed into the decoder
to reconstruct the sensitive raw features. In the experiment,
we set the privacy budgets as ϵa = 3 and ϵb = 1. The
effectiveness of this attack was measured by the Mean Squared
Error (MSE) between the true and the inferred data at both
the encoding and feature reconstruction levels, as shown in
Fig. 9. Fig. 9 shows a monotonic decrease in the MSE of both
inferred encodings and reconstructed features as the number
of adversarial queries increases. This trend indicates that the
attacker can progressively remove the LDP noise through
repeated sampling, leading to statistical convergence of the
reconstructed data to the true values. These results confirm the
multiple query attack as a realistic and potent privacy threat.

To defense these attack, our framework incorporates an
effective mitigation strategy known as the permanent random
response. Before training, each client noises all local data and
then caches the perturbed data permanently. All subsequent
queries for the same data return this identical response. This
defense fundamentally invalidates the core premise of the
multiple query attack. Additionally, the client uploads only
a batch of noised data, making it difficult for the attacker to
obtain the complete dataset.

B. Impact of Encoders

To further investigate the impact of encoder training accu-
racy on model utility and fairness in FairGFL, we conducted
experiments with varying autoencoder training rounds. Prior
to federated training, the server collects a small number of
non-privacy-sensitive nodes and trains an autoencoder on this
data. Upon convergence of the autoencoder, we extract the
encoder component as our feature encoding model, ensuring
its capability to effectively capture essential characteristics
from nodes and thereby enhance overlapping ratio estimation
accuracy.

Fig. 10 illustrates the model performance of FairGFL under
different encoder training rounds (0, 200, and 600) on both
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Fig. 10. The model utility and disparities (variance and entropy of local
model utility) of FairGFL and the baseline under different training rounds
(0,200,600) on Cora and CiteSeer.

Cora and CiteSeer datasets. Experimental results demonstrate
that when the autoencoder undergoes 600 training rounds,
both model utility and fairness metrics achieve optimal perfor-
mance. This improvement can be attributed to the encoder’s
sufficient training, which enables more precise extraction of
distributed features from nodes. The well-trained encoder
effectively reduces feature confusion and significantly im-
proves the accuracy of overlapping ratio estimation, thereby
mitigating the negative impacts of data overlaps during FL.
Conversely, insufficient training rounds (e.g., 0 or 200 rounds)
result in suboptimal encoder performance. The inadequately
trained encoder fails to fully capture discriminative features,
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Fig. 11. The model utility and fairness (variance and entropy of local model utility) of different algorithms on ogbn-mag dataset.
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Fig. 12. The model utility of different algorithms on dynamic graph FL data (Cora, CiteSeer, Ogbn-arxiv, and Reddit). The model utility is evaluated by the
test loss and accuracy.

potentially mapping nodes from different classes to similar
latent representations. This feature ambiguity degrades the
reliability of overlapping ratio estimation and leads to com-
promised model utility and fairness imbalance.

C. Experiment Results and Analysis on Ogbn-mag

In this section, we conducted experiments on larger dataset,
ogbn-mag, to validate the robustness of FairGFL. Ogbn-mag
is a heterogeneous network composed of a subset of the
Microsoft Academic Graph (MAG). It is a directed graph
where each node corresponds to an arXiv paper, and directed
links indicate citation relationships. Each paper is associated
with a 128-dimensional feature vector obtained by averaging
word embeddings from its title and abstract.

Owing to the computational and memory constraints posed
by the large-scale ogbn-mag dataset, we adopt a lightweight
two-layer graph model, resulting in modest accuracy. How-
ever, it is not the central focus of this work. As shown in
Fig. 11, FairGFL nonetheless achieves superior convergence
speed and fairness measured by the variance and entropy of
local model utility, corroborating findings from the comparison

experiments in Section VII-B and demonstrating its consistent
robustness across datasets of varying sizes.

D. Performance of FairGFL in Dynamic GFL

In this section, we conducted extensive experiments under
dynamic FL settings to comprehensively evaluate the robust-
ness of FairGFL across diverse environments.

Experimental settings. For dynamic scenarios, we simulated
realistic conditions where client data evolves gradually by con-
straining local data changes to 1% per round and implement-
ing a Dirichlet-based initial data partition. The overlapping
ratio estimation mechanism was specifically adapted through
reduced historical accumulation coefficients and proportional
sampling from evolving data.

Experimental results and analysis. The results demonstrate
FairGFL’s consistent superiority under dynamic scenarios.
Notably, in dynamic environments, the adapted overlapping
estimation strategy successfully preserves accuracy of estima-
tion despite data evolution, enabling sustained fairness and
model utility. The algorithm’s composite loss optimization
and fairness-aware aggregation effectively handle both data
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Fig. 13. The fairness (variance and entropy of local model utility) of different algorithms on dynamic graph FL data (Cora, CiteSeer, Ogbn-arxiv, and Reddit).

heterogeneity and temporal variations, while competing meth-
ods exhibit substantial limitations: FedPub suffers from severe
performance variance, FedGCN shows inadequate fairness
adaptation, and FCFL displays unstable fluctuations due to its
two-stage optimization. These comprehensive results validate
FairGFL’s robustness to environmental dynamics.
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